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In recent years, an open source software (OSS) has been increasingly utilized in various fields of software development.
Additionally, its use in organizations that have significant societal impacts, such as governments and financial institutions. It ig
growing under OSS's social standing. According to Synopsys's open source security and risk analysis (OSSRA), 96% of commerciall
icodebase is embedded OSS's source code. Recently, the OSS has been incorporated into various systems. Many systems are being]
developed at low cost and in short delivery times using OSS.

On the other hand, the evaluation of OSS quality is needed to ensure the quality from the perspective of the software quality
management. Since OSS is the software created by others, the quality of the software varies depending on the OSS project.
Therefore, it is necessary to check whether there are any problems with the quality of the software before adopting the OSS.

In the past, the software reliability model (SRM) was developed as a reliability assessment tool for the proprietary software to
evaluate the software reliability. It is the model of the trends of reliability indicators. Several SRMs can easily and quickly
determine the reliability of proprietary software. Especially, the fault detection based on software reliability growth model (SRGM),
lhave been proposed for the proprietary software as a method of the software reliability evaluation. The SRGMs have been utilized|
lin various development settings. However, it is difficult to apply several traditional SRGMs to OSS due to the differing debugging]
activity of OSS. Therefore, it is needed to develop the SRGM that can evaluate the reliability for OSS.

This thesis focuses on the following three debugging activities in terms of applying the fault detection based SRGM to OSS:

[ Variability in the number of users: Debugging ability varies depending on the number of OSS users.
[ Differences in fault reporting systems: Fault recognition is delayed due to differences in fault reporting system process.
[ Software updates: Fault occurrence trends depend on software updates.

In terms of “Variability in the number of users”, this thesis analyzes the impact of user fluctuation on existing SRGMs. Tt|
[proposes execution time that accounts for the number of users. In traditional SRGM for proprietary software, the number of users|
remains relatively stable during the testing phase. This stability results in a consistent testing environment. However, the number|
of users frequently fluctuates due to factors such as software popularity and functionality. These fluctuations make it challenging]
to evaluate software reliability using traditional SRGM. To address this issue, this thesis introduces execution time that considers|
user fluctuations. By introducing the execution time considering the number of users, this issue will be resolved. Applying the
lexecution time to the SRGM smooths the debugging capacity according to the number of users. This approach enables OSS|
reliability evaluations using existing models.

In “Differences in fault reporting systems”, this thesis focuses on the effects of differences in the software fault reporting|
process. This thesis proposes the method that allows for construction of OSS reliability evaluation models quickly. OSS projects use

the bug tracking systems (BTS) in order to manage the faults like as the proprietary software development. Since OSS's BTS is an

Open BTS and anyone can report the faults, the quality of the reported faults varies. In addition, since the OSS projects depends
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on the volunteer developers. Then, the developers have the limited time to develop software compared with the proprietary

software. It takes a long time to confirm the reported faults. Therefore, it takes time to analyze the fault data. This thesis analyzes
ithe Open BTS fault data and analyze the data required to build a SRGM for OSS. Furthermore, this thesis uses the analysis|
results to propose the SRGM that utilizes unclosed fault data. By applying the proposed method, the reliability of OSS can be|
levaluated more quickly.

In “Software updates,” this thesis proposes the SRGM considering the frequent software updates in OSS. OSS frequently|
undergoes several software updates to fix the faults and improve functionality. Because users select versions according to the
situation, the OSS versions used are highly fragmented. No research has been conducted to analyze the impact of this on SRGM.
There has been no research of the SRGM considering the correlation with the download counts. Therefore, this thesis makes a
software repository mining for analyzing the effect of software updates. In addition, this thesis uses the data on the number of|
downloads by version to analyze the relationship between the adoption status on the repository and the number of software
downloads. Furthermore, this thesis proposes the SRGM considering the effect of software update.

In conclusion, this thesis has identified several relationships between OSS debugging activities and fault occurrence]
phenomena. Moreover, the proposed method has been demonstrated to be applicable as a reliability evaluation method for OSS.
Furthermore, the proposed method can be applied to the tools used by many OSS projects. It has the potential to be used as a

powerful tool selecting OSS in software development
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